
COVID-19:
Scams & Threats

As this pandemic unfolds, scammers are finding new and creative ways to prey on the 
scared and vulnerable. You should keep the same rules and principles when working from 
home, as you do in the office. If you don’t know who the email is from do not open it. If 
there are suspect links, do not click on them. The same goes for phishing calls, if they ask 
for any personal information you should hang up.

✓ Using robocalls to sell fake Coronavirus treatments at home
✓ Scamming targets to buy fake products
✓ Texting and emailing targets about checks from the government
✓ Sending links that lead to malicious and phishing websites
✓ Sending email claiming to be the Centers for Disease Control and 
    Prevention (CDC)
✓ Creating fake charities

Read MSA’s full blog on COVID-19 scams and threats here
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If it seems too good to be true...it probably is.

Things to look out for:

http://www.msasecurity.net/security-and-counterterrorism-blog/covid-19-scams-and-threats



